潜伏软件检测小结

## 基于特征码的间谍软件检测方法

目前间谍软件检测的主要方法之一是基于特征码的检测，这种方法维护一个特征库，保存已发现的间谍软件的代码特征。若待检测软件的特征存在于特征库中，则该软件被视为间谍软件。

M. Shaw等通过阻止本机向未知的或未授权的地址发起链接的方法来检测隐藏的间谍软件，但P2P应用也会向未知的地址发起链接，因此，该方法不足以区分正常的应用和间谍软件的区别 。

M. Wu等[8,9]使用预设的规则监控系统所有进程的（注册表、文件、进程、网络）Win API调用，并将重新安装或恢复被删除的自启动扩展点（ASEP）作为关键事件，检测自我恢复的间谍软件进程，并更新规则阻止间谍软件自恢复，最终终止、移除间谍软件进程。不过，该方法需要由第三方反间谍软件配合、提供首次发现间谍软件的信息。

由于间谍软件的特征是由安全专家人工分析获得，基于特征码的间谍软件检测方法具有极高的准确性和效率。然而，该方法对特征不在特征库中的新的或变种的间谍软件视而不见，即无法检测未知的间谍软件。在恶意软件新种和变种产生的数量越来越多、速度越来越快、难度越来越小的大背景下，该方法正在面临越来越多的挑战：

* **不能发现未知的间谍软件**：特征库中不可能有所有间谍软件的二进制码特征，尤其是那些仅针对单个人或单个组织的间谍软件的代码特征（这种情况在商业和国防领域中非常常见）。对于这些代码特征不在特征库中的间谍软件，基于特征码的检测方法无能为力。
* **具有滞后的先天不足**：从新的间谍软件出现，到反间谍软件厂商获得该间谍软件样本，分析出其特征，并更新到特征库，到用户将这个新的特征下载到本地的时间跨度很长。在这段时间中，间谍软件很可能已经造成了巨大的损失。

## 基于行为的间谍软件检测方法

潜伏软件检测的另一种方法是基于行为的检测。该方法不是去寻找特殊的代码特征，而是依据间谍软件的行为进行检测。该方法具有一定的普适性，能够检测部分未知的潜伏软件。但与此同时，这种方法容易被躲避，难免会产生较高的误判率。

Wang等利用间谍软件（随操作系统或多数常用应用程序）自启动的行为特点检测潜伏软件，但该方法是基于单一行为的检测，伪肯定率较高，检测由用户活动触发的间谍软件时效果不理想。

为了解决上述问题，Wang使用“outside the box”的思想，分别从干净系统和感染（rootkit）系统中获取文件快照（利用“dir”命令），对比、分析其中的差异，用来发现存在文件隐藏行为的（file-hiding）软件（如keylogger等）。该方法可以检测部分未知的、通过隐藏文件达到非法目的的间谍软件；但其无法保证在获取参照点时，系统是干净的（即未被感染的），且无法区分正常的软件。

Arastouie介绍了一种windows操作系统下的反间谍软件，该软件通过采集大量系统进程信息，并利用预先设置的静态规则对信息进行分析以发现间谍软件。该方法属于静态方法，缺乏自适应性，且对具有隐藏性的间谍软件检测能力较弱，因此，误报率和漏报率较高。

Wang通过监测作用在数据上的程序动作（复制粘贴和传送），并使用逆向云发生器表达程序的兴趣。如果兴趣集中在敏感数据上，该程序很可能是间谍软件。但该方法依赖于对所检测动作的归纳和分类，而分类要人为进行，存在一定的主观性；同时，该方法的监控动作不宜实施。

N. Lavesson利用学习算法学习软件发行商提供的软件附带的终端用户许可协议（EULA），并根据学习到的分类知识区分合法软件和间谍软件，使得间谍软件无法安装。虽然各主机会定期下载分类知识，但该方法仍对不含EULA的软件无能为力，尤其是未知/零日攻击。

### 基于网络流量的检测方法

Borders等人提出基于流的方法，根据训练获得的正常的web请求模式，分析主机外发的HTTP流量，发现潜在的间谍软件。本方法对不使用HTTP协议的间谍软件和混淆在用户合法行为中（blend in with legitimate behavior）的间谍软件无能为力。

Borders等利用VM技术向待检测系统中注入honeytoken（已知的网络请求序列），并将这些序列与实际的网络负载进行比较。若实际的网络负载与预期的不符，则产生报警。该方法利用白名单降低伪肯定率。但是，静态的honeytoken容易被间谍软件发现规律，并无视其刺激；且无法发现不使用网络发送敏感信息的间谍软件。

针对间谍软件存在将恶意行为隐藏在合法行为中的特点，Chandrasekaran 等使用一种随机honeytoken方法模拟用户的网络活动，以此诱导间谍软件的网络活动，通过分析这些夹杂异常活动的网络流量与正常网络流量的差异来检测间谍软件。该方法通过诱导间谍软件的行为来进行检测，可以发现部分隐藏的间谍软件，但其同样对不使用网络发送敏感信息的间谍软件则无能为力[18]。

H. Wang等提出一种称为NetSpy的方法，依据用户行为产生的流量信息，检测以浏览器为目标的间谍软件，并引入白名单来过滤正常软件的流量。NetSpy首先用预定输入获取干净系统的外发网络流量；接着，用同样的输入，从感染系统中获取流量信息；然后，采用差别分析方法分离不可信程序生成的流量，并将其内容与用户输入关联，发现间谍软件；最后，方法自动生成间谍软件的网络级别（network level）的特征。但是该文提出的方法仅能检测感染IE（Internet Explorer）浏览器的基于HTTP的间谍软件；且NetSpy在每个程序安装后运行，故无法有效发现多个、时间触发的或特定输入触发的间谍软件；无法保证在获取参照点时，系统是未被感染的。

### 基于虚拟机技术的检测方法

针对间谍软件通常从用户输入窃取隐私和机密信息的特点，Lim使用抗截屏技术的虚拟键盘来对抗间谍软件，但其仅能防御从用户输入设备获取敏感信息的间谍软件，不能防御类似于IE插件的间谍软件。

Provos等通过在虚拟机（VM）中打开被挂马的网页，监测HTTP fetches（利用其他反病毒引擎）及VM状态的变化（如创建进程、注册表及文件改变），检测在用户不知情的情况下，自动安装的基于web的恶意软件。该文提出的方法依赖第三方反病毒引擎，主要是预防基于web的间谍软件感染，对隐蔽性强的间谍软件（如模仿攻击）效果不明显。

### 基于信息流的检测方法

由于污点传播分析法能刻画和分析程序对数据的非法访问和使用，该方法成为基于行为的信息窃取软件检测方法的研究热点。

Kirda等结合动静态行为分析方法，提取、分析待检测组件的控制流，来检测基于IE浏览器辅助对象（BHO）或工具栏接口的间谍软件，其中：1）动态分析方法通过监测浏览器函数调用发现插件是否在收集信息；2）静态分析方法提取可疑插件的控制流，分析其二进制码中是否出现导致信息泄露的库函数调用。该方法检测由用户活动触发的间谍软件时效果不理想，且局限于特殊的环境（基于IE的BHO），方法不具有一般性；同时，静态分析易被混淆技术逃避，且仅能发现是否有信息泄露，不能发现是何信息、泄露向何处 。

Li等提出干扰而非检测的方法，在敏感信息出现（敏感区域）时，通过实施用户定义的安全策略，保证敏感信息流向可信的程序（组件），能防止间谍插件通过约定的接口（如API）获取敏感信息或直接读取主程序的内存以获取敏感信息。但该方法仅能干扰插件式的间谍软件，对独立的间谍软件（如keylogger）无能为力。

M. Egele 等 利用动态污点传播分析的方法监控敏感信息的流动，当有插件试图将敏感信息泄露到浏览器地址空间之外时，则认为该插件为间谍软件，同时对敏感信息进行追踪以获取其去向。但该方法仅针对基于IE浏览器辅助对象（BHO）的间谍软件，具有较大的环境局限性。

JiaJing Li等利用静态污点分析法来检测具有信息窃取行为的间谍软件，该方法能够发现隐藏的恶意行为。不足：

李佳静等从软件中的隐式流的角度，使用静态污点传播分析方法，检测截获用户按键信息的间谍软件，实验表明该方法比显式流敏感的方法有更低的漏报率，并能有效地发现需要特定条件触发的信息窃取行为，但静态污点分析不能对抗混淆技术。

### 基于诱导的检测方法

Saroiu提出一种SpySaver方法，利用VM模拟用户上网活动，生成大量虚假信息，来降低间谍软件所窃取信息的价值，达到混淆的目的。但此方法容易被间谍软件识破，且产生大量虚假信息，导致系统负载过大。

Han 等利用被称为“HoneyID”的诱导技术来实现对未知间谍软件的检测，通过多角度地伪造用户活动（如键盘、鼠标、网络活动），引诱间谍软件实施恶意行为。进而基于引诱阶段和非引诱阶段动作的不同，计算伪造事件的响应比，以此发现潜在的间谍软件。该方法可以检测到利用用户或主机信息的会话间谍软件（dialog spyware），但是，正常的软件亦会有键盘、鼠标、网络等行为，而该方法采用的白名单方式不足以区分未知的软件是否属于间谍软件（且该方法必须有待检测间谍软件敏感的行为的先验知识），从而限制了该方法的应用范围。

## AIS检测方法

基于行为的间谍软件检测方法取得了一定的效果，但是，仅依赖单一行为（设置钩子等行为）的检测方法的伪肯定率较高；而多行为（击键跟踪、文件访问和网络通信等）关联的方法由于使用固定的关联时间窗口和较简单的关联算法，使得检测容易被躲避。

J. Fu 使用人工免疫系统（AIS）中的树突状细胞算法（Dendritic Cell Algorithm，DCA），对键盘记录器击键跟踪、文件访问和网络通信三种行为进行智能的关联，发现被感染主机中的键盘记录器恶意软件。由于使用了可变的关联时间窗口，并考虑了上述三种行为的时序关系，该方法在一定程度上提高了键盘记录程序的检测率，且伪肯定率较低。但攻击者也可以利用DCA关联行为的特点，通过降低恶意行为频率的方法逃避DCA对其的检测，在用户输入的句子较长时，逃避效果尤其明显。

为了解决上述问题，针对键盘记录程序具有隐藏恶意行为的特点，J. Fu 在文献的基础上，分析了键盘记录程序逃避检测的机制，并引入诱导机制，通过模拟用户击键，提高按键（包括回车键等特殊键）的频率，诱导键盘记录器程序表现更明显的恶意行为，并使用树突状细胞算法对“放大”后的行为进行智能关联。初步实验结果显示，该方法具有一定的可行性，使键盘记录程序逃避检测更加困难。
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